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AFET YONETIMI VE KRiZ PLANLAMASI REHBERI
1. Giris

Afetler, insan hayati ve ekonomik varliklar Uzerinde ciddi yikici etkilere
neden olabilir. Kurumlar i¢in afetlerin onceden tahmin edilmesi genel-
likle imkansizdir; ancak bu durumlar icin hazirlikli olmak hayati onem
tasir. Afet yonetimi, yalnizca kurum ici operasyonlarin surdurulme-
si degil, ayni zamanda c¢alisanlarin ve toplulugun givenligini koruma
acisindan da kritik bir sorumluluktur. Afetler karsisinda etkin bir kriz
planlamasi, felaketin etkilerini minimize ederken organizasyonun ge-
lecekteki varligini da garanti altina alir.

Hedef ve Kapsam

Bu rehberin amaci, kurumlarin afetler karsisinda nasil daha dayanikli
hale gelebilecegini ve kriz anlarinda hangi adimlarin izlenmesi gerek-
tigini sistematik bir sekilde anlatmaktir. Bu kapsamda hem fiziksel hem
de dijital afetlere karsi stratejiler sunulmaktadir.

2. Afet Yonetimi Stratejileri

2.1 Kriz Oncesi Planlama

Afet yonetiminin ilk adimi, kriz gergeklesmeden once yapilmasi gereken hazirliklardir. Kriz oncesi planla-

ma, kurumlarin afet durumlarina karsi direncli olmasini saglar ve operasyonel siirekliligin teminatidir. iste

kriz oncesi planlama adimlarinin daha ayrintili aciklamalari:

¢ Risk Degerlendirmesi: Kurumlar, maruz kalabilecekleri tum olasi riskleri degerlendirmelidir. Riskler
arasinda dogal afetler (deprem, sel, yangin), teknolojik afetler (siber saldirilar, veri ihlalleri) ve insan
kaynakli tehditler (sabotaj, hirsizlik, terdr) yer alir. Her bir riskin olasiligi ve potansiyel etkisi dederlendi-
rilmelidir. Bu degerlendirme, yapilacak hazirliklarin temelini olusturur.

« Risk Kontrol 0z Degerlendirme (RCSA-Risk Control Self-Assessment), 6zellikle afet yonetimi
ve kriz planlama sureclerinde buylk onem tasir. Bu surecte, kurumlar kendi risklerini tanim-
lamak, bu riskleri yonetmek ve gerektiginde kriz planlarini iyilestirmek amaciyla risk deger-
lendirmesi yaparlar.

e Afet Yonetimi ve Kriz Planlama Baglaminda RCSA

¢ Risk Tanimlama:

« Dogal Afetler (deprem, sel, yangin) ve insani Afetler (siber saldiri, teror eylemi, ekono-
mik kriz) gibi potansiyel olaylar belirlenir.

e Herolasilik icin meydana gelebilecek etkiler ve zararlar analiz edilir.

e Kontrol Degerlendirmesi:

« Afet veya kriz oncesi mevcut onlemler, acil durum planlari ve altyapr glvenligi gozden
gecirilir.

« Ornegin, deprem bélgesinde bulunan bir tesisin bina dayanikliligi veya siber saldiri te-
hditleri icin bilgi teknolojisi guvenlik sistemleri kontrol edilir.

e Olasilik ve Etki Degerlendirmesi:

» Her riskin gerceklesme olasiligi ve etkisi degerlendirilir. Bu degerlendirme, kriz yone-
timi stratejilerinin onceliklendirilmesi i¢cin kullanilir.

 Kriz durumunda kritik is streclerinin nasil etkilenecegi ve hayati kaynaklarin nasil ko-
runacagl belirlenir.
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e Olasilik ve Etki Degerlendirmesi:

» Her riskin gergeklesme olasiligi ve etkisi degerlendirilir. Bu degerlendirme, kriz yone-
timi stratejilerinin onceliklendirilmesi icin kullanilir.

e Kriz durumunda kritik is sureclerinin nasil etkilenecegi ve hayati kaynaklarin nasil
korunacagi belirlenir.

o Eylem Plani ve izleme:

« Hazirlanan planlar diizenli araliklarla test edilir. Ornegin, tatbikatlar, egitimler veya
acil durum simulasyonlari bu asamada yapilir.
¢ Planin etkinligi surekli izlenir ve gerektiginde iyilestirmeler yapilir.

« Bu slreg, bir organizasyonun afetler ve krizler karsisinda dayanikliligini artirmasina, ¢calisan-
larin gilivenligini saglamasina ve is siirekliligini korumasina yardimeci olur. Ozellikle, erken
uyari sistemleri, kriz yonetim ekiplerinin etkinligi ve kaynak yonetimi bu degerlendirme
streclerinde kilit unsurlardir.

e Kritik Siireglerin Belirlenmesi: Her kurumun isleyisi icin kritik olan strecler vardir. Ornegin, bir banka-
da odeme sistemlerinin ¢alisir durumda olmasi hayati onem tasirken, bir saglik kurulusunda hasta
bakiminin kesintisiz devam etmesi gereklidir. Kurumlar, en kritik sidrecglerini belirlemeli ve bu strecler-
in afet durumlarinda nasil korunacagina dair planlar gelistirmelidir. Zarar ihtimali olusturabilecek
surecler tespit edilmeli ve onceliklendirilmelidir.

« is Siirekliligi Planlari (BCP - Business Continuity Plans): is sirekliligi plani, afetler sirasinda ve son-
rasinda kritik is surecglerinin nasil strdurilecegini belirleyen ayrintili bir dokimandir. Bu plan, alter-
natif calisma yontemleri, personel rotasyonlari, kritik streclerin baska yerlerde devreye alinmasi gibi
stratejileri icerir. Ayrica, BCP sirekli olarak guncellenmeli ve ¢alisanlar bu plana uygun egitimlerle
donatilmalidir. is Stirekliligi Plani asamalari ve ilgili siirecler asagidaki gibi olmalidir;

1. Acil Eylem (0-2 saat)
Olayin hemen ardindan alinacak acil tedbirleriicerir. Amag, personel gtvenligini saglamak, hasari min-
imize etmek ve islerin durmasini engellemektir.

2. Kriz Yonetimi (1 saat - 7 giin)
Krizin ardindan ilk asamayi gectikten sonra kriz yonetimi devreye girer. Bu sureg, is operasyonlarinin
en kisa sirede normale donmesini hedefler.
e Kriz Yonetim Takimlari: Her fonksiyonel bolumden temsilciler ile olusturulur ve kriz
boyunca koordinasyonu saglar.
e KrizYonetim Merkezi: Kriz sirasinda kararlarin alindigi ve stirecin yonetildigi merkezdir.
Burada yoneticiler ve onemli karar vericiler bir araya gelir.
e iletisim: Hem ic hem de dis paydaslarla etkin iletisim saglanmasi buyuk onem tasir.
Kriz esnasinda iletisim kanallari net olmalidir.
e Aile Destek Plani: Kriz durumlarinda calisanlarin ve ailelerinin desteklenmesi onem-
lidir. Psikolojik, fiziksel ve lojistik destek mekanizmalari devreye alinir.
3. is Kurtarma (1 saat - 30 giin)
Kriz sonrasi islerin tamamen eski haline donmesi i¢cin yapilan islemleri kapsar.
« Is Kurtarma Takimlari: Organizasyonun kritik siireclerini devam ettirmek ve opera-
syonlari kurtarmak icin olusturulan ekiplere denir.
« s Siirekliligi Koordinasyon Ofisi: Planlarin giincelligini saglamak, egitimleri yonetmek
ve sureci denetlemekle sorumlu ofistir.
e Olay Sonrasi Degerlendirme: Kriz veya olay sonrasi performansin degerlendirilmesi
ve iyilestirme noktalarinin belirlenmesi.
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4. Tehdit ve Senaryolar
Olayin hemen ardindan alinacak acil tedbirleriicerir. Amag, personel glvenligini saglamak, hasari min-
imize etmek ve islerin durmasini engellemektir.

« s sirekliligini tehdit edebilecek potansiyel senaryolar ve riskler belirlenmelidir. Ornek tehditler:
+ Dogal afetler (deprem, sel, yangin vb.)
« Teknolojik tehditler (siber saldirilar, sistem ¢okmesi)
« insan kaynakli tehditler (grev, sabotaj)
5. Yonetim ve Organizasyon Semasi
Kriz durumlarinda hangi yoneticilerin ve ekiplerin sorumlu oldugu, hangi fonksiyonlarin devreye
alinacagi net olarak tanimlanmalidir. Boylece kriz aninda hizli ve etkili bir midahale saglanabilir.

Kriz Yonetim Plani

Kriz yonetimi sirasinda daha detayli bir plan olusturulmali, bu planin temel basliklari su sekildedir;

1. Yonetim Modeli ve Sorumluluklar: Kriz yonetimi sirasinda kimlerin liderlik edecedi ve hangi rollerin
nasil bir sorumluluk tasiyacagi belirlenir.

2. Kriz Plani Aktivasyon: Kriz durumunda bu planin ne zaman ve nasil devreye alinacagi netlestirilir.
3. Kriz Yonetim Merkezi: Kriz boyunca operasyonlarin yonetilecegi fiziksel veya sanal bir merkez be-
lirlenir.

4. Kriz Yonetim Siirecgleri: Kriz boyunca hangi adimlarin ve slreclerin izlenecegi aciklanir.

5. iletisim: Kriz aninda dogru bilgilendirme ve iletisim stratejilerinin nasil uygulanacagi belirlenir.

6. Aile Destek: Kriz sirasinda ¢alisanlarin ailelerine nasil destek olunacagi planlanir.

7. Olay Sonrasi Degerlendirme: Krizin ardindan yapilanlarin ve alinan onlemlerin ne kadar etkili old-
ugunun degerlendirilmesi yapilir.

8. s sirekliligi plani, risk yonetimini iceren kapsamli bir cerceve sunar ve organizasyonlarin beklen-
medik durumlara karsi hazirlikli olmasini saglar. Bu yapiyi etkili bir sekilde kurgulamak, uzun vadede
isletmenin basarisiicin kritiktir.

+ Egitim ve Tatbikatlar: Afetler sirasinda ¢alisanlarin nasil tepki verecegdi, onceden yapilacak egitim
ve tatbikatlarla belirlenir. Bu tatbikatlar, calisanlarin tahliye slreclerine, acil durum prosedurlerine ve
kriz yonetimi streclerine asina olmasini saglar. Yilda en az bir kez yapilan tatbikatlar, hem kurum ici
hazirlik seviyesini yukseltir hem de planlarin gercek hayatta ne kadar islevsel oldugunu gosterir.

e Deprem Tetkikleri ve Risk Azaltimi: Tum lokasyonlarda deprem tetkiklerinin yapilmasi hayati onem
tasimaktadir. Deprem acisindan riskli binalarin belirlenmesi ve bu binalarin gtclendirilmesi ya da ye-
nilenmesi gerekmektedir. Bu, o0zellikle eski binalarin deprem guvenligi agisindan yeniden ele alinmasi
ve iyilestirilmesi anlamina gelir.

 Toplanma Alanlari ve Bilgilendirme: Her lokasyon i¢in en yakin toplanma alanlarinin belirlenmesi
ve calisanlarin bu alanlar hakkinda bilgilendirilmesi kritik bir gtvenlik adimidir. Deprem guvenligine
dair afislerin asilmasi, ¢alisanlarin bilinclenmesini saglamak amaciyla onemli bir adimdir.

« Egitim ve Bilgilendirme: Calisanlarin deprem ve sonrasindaki givenlik onlemleri konusunda bilg-
ilendirilmesi amaciyla duzenli infografik maillerin gonderilmesi onemlidir. Bu surecgte calisanlarin bilg-
isayar ekranlarinda guvenlik konusunda bilgilendirici ekran koruyucularin kullanilmasi, strekli farkin-
dalik saglamaya yardimci olur.

* Deprem Seminerleri: Deprem seminerlerine katilimin saglanmasi, tim calisanlarin bu dogal afe-
tle ilgili olarak bilinglendirilmesini ve dogru davranis kaliplarini ogrenmesini saglar. Bu seminerler,
calisanlarin acil durumlarda ne yapacaklarini bilmelerine yardimci olacaktir
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2.2 Acil Durum Kriz Yonetimi
Acil durumlar meydana geldiginde hizli ve etkili kriz yonetimi, afetin etkilerini minimize etmek agisindan
hayati onem tasir. Kriz yonetiminin detaylandirilmasi gereken bazi kilit unsurlar sunlardir:

e Kriz Masasi ve Liderlik: Bir kriz aninda liderlik hayati onem tasir. Kriz yonetimi ekibi, kurumun
ust yonetimi tarafindan belirlenir ve acil durum planlarini yururlige koyma sorumluluguna sahiptir.
Bu ekip, kriz aninda stratejik kararlar alir ve calisanlarla kriz disindaki paydaslar arasindaki iletisimi
saglar. Kriz liderinin kriz durumlarinda tecrubeli ve hizli karar alma kabiliyetine sahip olmasi gerekir.

« Acil Durum iletisim Kanallar:: iletisim kesintiye ugradiginda, krizi yonetmek neredeyse imkansiz
hale gelir. Bu nedenle, alternatif iletisim kanallarinin olusturulmasi gerekir. Uydu telefonlari, telsiz
sistemleri, bagimsiz acil durum haberlesme aglari bu noktada devreye girebilir. Ayrica, ¢alisanlar ve
paydaslar icin acil bilgilendirme uygulamalari veya SMS uyari sistemleri devreye sokulmalidir. iletisim
planlari, duzenli araliklarla test edilmelidir.

e Operasyonel Siireklilik: Kriz aninda kurumlarin operasyonlarini strdurebilmesi icin yedekleme
planlarinin etkin bir sekilde calismasi gerekir. Operasyonel sirekliligi saglamak icin yedek ofisler (DRC
- Disaster Recovery Centers) kritik bir rol oynar. Bu ofisler, ana merkezin islevini yerine getiremeyecek
duruma geldigi zaman isleyisi devralir. Ayrica, kriz aninda gecici calisma modelleri, uzaktan calisma
stratejileri ve tasinabilir cihazlarin kullanimi operasyonel strekliligi destekler. Olusturulan DRC'ler igin
test senaryolari hazirlanip, belirli donemlerde mutlaka test edilmelidir.

3. Acil Durum Kriz Yonetimi

Tum calisanlarin adres bilgilerinin dogrulanmasi ve her calisanin ev adresinin giuncel tutulmasi kritik onem
tasir. Bu kapsamda yapilacak adimlar:

3.1. Adres Bilgilerinin Giincellenmesi
e Adres Dogrulama: Calisanlarin ev adresi bilgileri periyodik olarak gincellenmelidir.
e Calisan Haritasi: Calisanlarin harita Uzerinde gosterilmesi ile lokasyon bazli afet yonetimi saglanmalidir.

3.2. Alternatif iletisim Kisilerinin Belirlenmesi
Her calisanin, ikamet ettigi il disinda bir acil durum iletisim kisisinin belirlenmesi zorunlu hale getirilmelidir.
Bu, afet durumunda c¢alisanla iletisim kurmanin daha guvenli ve etkili olmasini saglayacaktir.

3.3. Psikolojik Destek Siirecleri

Deprem sonrasi psikolojik destek strecleri arastirilmali ve calisanlara ve ailelerine bu streclerde yardimci
olunmalidir. Bu destek, travma sonrasi stres bozuklugu ve diger mental saglik sorunlari ile micadelede
onemli olacaktir.

3.4. Alternatif iletisim Kanallarinin Kurulmasi

Acil durumlarda iletisim kopukluklarini onlemek amaciyla ¢esitli uygulamalar UGzerinden iletisim gruplari

kurulmalidir. Onerilen uygulamalar:

e Anlik Mesajlasma Uygulamalari: Bu platformlar tzerinden acil durum iletisim gruplari olusturulmali,
olusturulacak gruplar bolgesel gruplar olmali ve tum c¢alisanlar bu gruplara dahil edilmelidir.
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3.5. Tahliye Planlari
Calisanlarin istanbul ve diger deprem bélgelerinden tahliye planlarinin hazirlanmasi gereklidir. Bu planlar,
ulasim ve guvenlik acisindan farkli senaryolari icermelidir.

3.6. Aile Destek Siirecleri

Aile iletisimi: Calisanlarin ailelerinin de iletisim planlarina dahil edilmesi, onlarin da afet durumunda bilg-

ilendirilmesi ve koordine edilmesi onemlidir.

¢ Ailelerin Bilinglendirilmesi: Deprem oncesi, sirasi ve sonrasinda yapilmasi gerekenler hakkinda ailel-
ere yonelik bilgilendirme ve egitim programlari dizenlenmelidir.

Bu slrecler calisanlar ve ailelerinin afet aninda daha iyi korunmasini ve afet sonrasi streclerin daha saglikl

yonetilmesini amac¢lamaktadir.

4. Organizasyonel ve Teknolojik Direnglilik

Kurumlarin afetlere karsi direngli hale gelmesi, hem operasyonel hem de teknolojik altyapilarin saglam-
lastirilmasiyla mumkdndur. Bu direngliligin saglanmasi icin onerilen stratejiler sunlardir:

¢ Yedekleme ve Geri Yiikleme Prosediirleri: Tim verilerin dizenli olarak yedeklenmesi ve bu yedekler-
in guvenli ortamlarda saklanmasi esastir. Yedekleme islemleri, sadece lokal sunucularda degil, farkl
lokasyonlarda veya bulut tabanli cozimlerde yapilmalidir. Geri yukleme surecleri ise en az yedekleme
kadar onemlidir; kriz aninda verilerin hizli bir sekilde geri yuklenebilmesi is sureclerinin devamliligi
icin kritik bir rol oynar. IP telefon santrali gibi onemli hizmetler de bu kapsamda, bulut sunucularda
veya yedek veri merkezinde yedeklenmelidir.

e Felaket Kurtarma Ofisleri (DRC - Disaster Recovery Centers): DRC'ler, felaketler sirasinda kurumlarin
islevlerini siirdiirebilecegi alternatif ofislerdir. Ornegin, bir deprem sirasinda merkez ofisin islevselligi-
ni kaybetmesi durumunda, operasyonlarin devam edebilecedi DRC devreye alinir. DRC ofisinin isleyisi
icin gonullid kadronun netlestirilmesi, ise alim stratejilerinin belirlenmesi ve yeni alimlarin bu yedek
kadrolara gore yapilmasi planin onemli parcalarindandir. Bu ofislerde, yedeklenmis veriler ve kritik is
surecgleri devreye sokulabilir. Ayrica, bu ofislerin ¢alisir durumda oldugundan emin olmak igin dtzenli
tatbikatlar yapitmalidir.

¢ Roller ve Sorumluluklar Organizasyonel direncliligin saglanabilmesiic¢in, her ¢calisanin unvan yapisi ve
sorumluluklari belirlenir. Ozellikle DRC ofisinde calisacak ekiplerin ve rollerde yer alacak personeller-
in net olarak tespit edilmesi gerekir. Bu asamada, Felaketin meydana geldigi merkezde birinci derece
yakini olmayan yetkin personellerin tercih edilmesi gibi kriterler uygulanir.

¢ Risk Analizi ve Kadro Yedekleme Mevcut kadroda ilgili rollerin bulunmamasi durumunda, daha az ye-
tkin personellerin yetistirilmesi ve bu strecte olusabilecek risklerin rol bazinda analiz edilmesi onem-
lidir. Organizasyonel yeterliligin korunmasi adina, afet komitesi tarafindan organizasyonel excel tablo-
lari doldurulur. Yedek iletisim sistemleri (uydu telefon, e-imza) ve mobil imza gibi teknolojiler, yonetim
kadrosu icin tesis edilerek sure¢ kesintilerinin ontne gegilir.

e Teknolojik ve Operasyonel Direnglilik Teknolojik altyapinin yedekliligi de organizasyonel direncliligin
onemli bir parcasidir. Kriz aninda sistem yedekliligi, veri guvenligi ve iletisim sistemlerinin surekliligi
saglanmalidir. Ayni sekilde operasyonel streclerdeki kritik adimlar, acil durum eylem planlari ve is
kurtarma planlari net olarak belirlenir.
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¢ Tedarikgi Bilgilerinin Giincellenmesi
¢ Ekiplerile isbirligi: Tum ekiplerle gorusulerek, calistiklari tum tedarikgilerin iletisim bilgileri
ve diger onemli verilerinin guncelligi saglanmalidir.
e Acil Durum Kisileri: Tim tedarikcilerin acil durum kontak kisileri bir Excel dosyasinda toplan-
mali ve mimkunse felaketin meydana geldigi merkez disindaki bir irtibat kisi belirlenmelidir.

e Tedarikgi Yonetim Sistemi
e Acil Durum Sorumlulugu: Tedarik¢i yonetim sisteminde, firma sorumlulari arasina “acil du-
rum sorumlu” etiketi eklenmesi icin talep olusturulmalidir. Bu etiket, acil durumlarda hizli
erisim ve etkili yonetim icin onemlidir.

¢ Kritik Tedarikgi Yonetimi
¢ Kritik Tedarikgi Listesi: Her is kolu ile gorlserek, kritik tedarikgilerinin listesi ¢ikarilmalidir.
¢ Toplantilar ve Planlar: Bu tedarikgilerle toplantilar organize edilerek, acil durum planlari to-
planmali ve degerlendirilmelidir.

e Acil Durum Stok Yonetimi
e Gida ve Su Stoku: Felaketin meydana geldigi merkezde ve ¢cevresinde, acil durumlar icin gida
ve su stoklanabilecek yerler belirlenmelidir. Bu yerlerin maliyetleri hesaplanarak gerekli
stoklama islemleri yapitmalidir.

¢ Disaridan Hizmet Alinan Firmalar
¢ Firmalarin Belirlenmesi ve Siniflandirilmasi: Disaridan hizmet alinan firmalar tespit edilmeli
ve bu firmalarin sistemleri siniflandiritlmalidir. Bu siniflandirma, acil durum yonetimi ve tekno-
loji direnciligi acisindan onemlidir.

5. Operasyonel Direnglilik

Operasyonel direnglilik, organizasyonun hayati is streglerini ve hizmetlerini kesintisiz bir sekilde strdure-
bilme kapasitesini ifade eder. Bu surec, kriz durumlarinda bile minimum kesinti ile calismaya devam ede-
bilmeyi saglar. is siirekliligini saglamak ve afet sirasinda is operasyonlarinin sorunsuz sekilde devam et-
mesi icin operasyonel direnclilik stratejileri kritik rol oynar. Bu stratejiler, is strecleri, iletisim, teknoloji ve
yedek ofis planlamasi gibi alanlari kapsar.

5.1. Is Siireclerinin Yonetilmesi

Kriz senaryolarinda en ocnemli adimlardan biri, is streclerinin dogru bir sekilde yonetilmesidir. Kritik uygu-
lamalarin, yetkilerin, onay sureclerinin ve is akislarinin belirlenmesi gereklidir. Her departman, acil du-
rumlar icin kritik uygulamalarini tanimlamali ve bu uygulamalarda kimin yetkili oldugunu belirlemelidir. is
surecleri, kriz aninda hizla devreye girecek sekilde tasarlanmalidir. Is akislarini dizenleyen flowchartlar
(strec semalari) ve slrec kitapciklari bu noktada onemli bir rehberdir.

5.2. Kurtarma ve Yeniden Yapilandirma

Is siirekliligi plani, potansiyel riskleri analiz eden ve afet sonrasi kurtarma siireclerini belirleyen bir acil
durum eylem planini kapsamalidir. Kurtarma plani, kritik streglerin ne kadar sirede eski haline getiri-
lecegini belirlemeli ve bu slrecleri hizlandirmak igin gerekli kaynak bagimulliklarini analiz etmelidir. So-
rumlu personel ve kriz yonetim ekipleri onceden tanimlanmis olmalidir.
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5.3. Risk Yonetimi ve Prosediirler

Her kritik gorev i¢in prosedurler olusturulmali ve bu gorevlerin yerine getirilememesi durumunda ortaya
cikacak riskler degerlendirilmelidir. Risklerin etkisi ve organizasyona olan zararlari analiz edilmeli ve bu
etkilere yonelik onceliklendirme yapilmalidir. Risk analizleri, her gorevin yerine getirilip getirilmedigini
surekli gozlemlemeye yardimeci olur ve olasi aksakliklarin ontine gegilmesini saglar. Bu strecler, operasyo-
nel direncliligi guclendirerek isletmelerin kriz anlarinda daha esnek ve dayanikli olmasini saglar.

6. itibar Koruma ve iletisim

6.1. Sosyal Medya Paylasim Sablonlari
» Platformlara Ozel Sablonlar: Instagram, LinkedIn, Twitter, Facebook, YouTube gibi sosyal
medya platformlarinda kullanilacak kurumsal hesap paylasim sablonlari hazirlanmali, bu
sablonlar, markanin itibarini korumak ve etkili iletisim saglamak i¢cin standartlastirilmalidir.

6.2. E-mail ve SMS Sablonlari
o Misteriler igin Sablonlar: Kurum miisterilerine gonderilecek e-mail ve SMS sablonlari hazir-
lanmali, bu sablonlar, bilgilendirme ve acil durumlarda iletisim icin kullanilacak sekilde tasar-
lanmalidir.

6.3. Bilgilendirme ve iletisim Scriptleri
o Belirsizlik Donemleri i¢in Scriptler: Belirsizlik donemlerinde kurum calisanlarina ve pay-
daslara yonelik bilgilendirme amaciyla kullanilacak scriptlerin (IVR, chatbot, push notifica-
tion kanallarindaki metinler vb.) hazirlanmali, var olan scriptler glincellenmelidir, bu scriptler,
dogru ve tutarli bilgi saglamak i¢cin rehberlik etmelidir.

7. Sonug ve Oneriler

Afet yonetimi ve kriz planlamasi, kurumlarin gelecekteki olasi risklere karsi hazirlikli olmasini saglar. Ku-
rumlar, afet oncesi planlamadan baslayarak, kriz aninda ve sonrasinda yapilmasi gereken adimlari net bir
sekilde belirlemelidir. is siirekliligi ve teknolojik direnclilik konularinda yapilan yatirimlar, kriz zamanlarin-
dais glcunu ve faaliyetleri surdurebilmek acisindan kritik onem tasir. Kurumlar, bu sirecleri strekli olarak
guncellemeli ve afetlere karsi hazirlikli olmalidir.
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